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Agenda
• Welcome
• Check-in
• CCCApply
• Common ERP
• Systemwide Engagement 

& Retreat
• IT Infrastructure & Security
• Wrap-up
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The Vision + Digital Equity 

Anyone in California seeking a 
postsecondary education, 
regardless of what they look like, 
where they live, time since high 
school, and their preferred 
education modality should have 
on-demand access.
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Check-in 
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Check-In
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• 2023 CISOA Summit Recap!

• Legislative and advocacy updates

• Review “Homework” documents

• SAC Follow-up

• CCCApply



CCCApplyʼs 
Transformation and Future
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The Future of CCCApply Project Timeline

7

Pic of slide 7 (Overall Project Timeline) from STWG deck



Short-Term Working Group Timeline
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Pic of slide 8 from STWG deck



CCCApply Application System Review Results
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Pic of slide 40 from STWG deck



CCCApply Application System Challenges
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Pic of slide 47 from STWG deck



The Case for Change: 
Common, systemwide ERP
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Case for Change
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• Focus to date has been on advocacy without a clear plan of action

• Starting in fall 2022, the Chancellorʼs Office engaged a vendor to help 
make the Case for Change

• The lack of funding for an ERP in the January 2023 State Budget 
Proposal is a setback, but not fatal

• Ongoing readiness work is critical to ensure shared understanding, 
provide clarity on the current landscape and scope out appropriate 
next steps for districts and the Chancellorʼs Office



Common ERP Landscape and Task Force Timeline
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February 
2023

Stakeholder Interviews and 
Information Gathering

  

March-September 
2023

Current State Analysis

  

September 2023 
and beyond

Common ERP 
Task Force Kickoff

  



Next Steps
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• Support the development of a system stakeholder task force

• Ensure your stakeholder group understands what a common ERP is 

• Ask stakeholder leadership how they are prioritizing solicitations for 
feedback, if they are participating in interviews, and what theyʼre 
learning

• Identify, in collaboration with the Chancellorʼs Office and grantees, 
what would be needed to help colleges/districts in the short-term 
around a common, systemwide ERP



Systemwide Engagement 
and TTAC Retreat
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TTAC Stakeholder Meetings
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• For reference, TTAC Stakeholders primarily include: 
• CISOA
• CEOs
• ASCCC
• EdTech grantees

• What (upcoming) stakeholder meetings should include attention to 
technology? 

• How might the Chancellorʼs Office support engagement around technology 
issues within and across stakeholder groups?



Retreat Brainstorming
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• Possible goals: 
• Clarifying goals & work of TTAC 
• Relationship to other groups
• Increasing local engagement 

• How would local membership 
benefit?

• How would the agency benefit?



IT Infrastructure 
& Security 
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IT Infrastructure and Security Funds, FY22-23
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• Two critical funding sources for local and system-level work:  
• AB 178 - $25M in annual ongoing funds
• AB 183 - $75M in one-time funds

• AB 178 Eligibility Requirements
• Complete annual Cybersecurity Self-Assessment
• Submit Remediation Updates twice per year

• Remediation Reports should detail progress on issues raised during Self-Assessment, 
as well as progress towards system priorities

• Submit detailed After-Action Reports
• Complete regular Fraud Reporting



FY 22/23 Cybersecurity Funds Distributed
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• $50K per college to each district
• Timing: September 2022
• Requirements: None

• $100K / $150K / $200K per district based on institutional need
• Timing: February 2023
• Requirements: Completion of the 22/23 Cybersecurity Self-Assessment (73/73)
• DII 22-300-06 January IT Infrastructure & Cybersecurity Funding Update



Additional Funding Planned for FY 22-23
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• Targeted at reducing high-risk End-of-Life software (based on January 2023 
Remediation Reports)
• Timing: Before end of the current fiscal year
• Requirement: Completion of January 2023 Remediation Report (66/73)
• Consideration: Districts complete an internal vulnerability scan



Adding Local Capacity with Regional Teams
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• The ability to acquire skilled IT and 
Cybersecurity staff remains an issue at 
the local colleges and districts.

• Cybersecurity Self-Assessment showed 
that sixty out of seventy-three (60 of 73) 
districts had staffing levels below the 
minimum indicated by Educause.



Regional Teams – Background
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• Implementation Teams
• Discrete projects
• (e.g., A5 Security implementation)

• Support Teams
• Ongoing support
• (e.g., ongoing Vulnerability & Patch 

Management)



Support Teams – Current Status
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• Chancellorʼs Office is developing priorities based on Cybersecurity 
Self-Assessment, Remediation Reports, and Penetration Testing.

• Priorities being considered based on input from HIGH need districts:
• Incident Response/Recovery Support
• End-of-Life Replacement
• Comprehensive Vulnerability Scanning & Remediation
• Windows Account Hardening
• Governance and Policy Support
• Systemwide Architecture Efforts

• Pilot expected to begin before June 2023.



Wrap Up
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Upcoming Work 
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• Info on membership, agendas and decks are on the TTAC JIRA page

• TTAC Retreat Planning, including date selection

• Next TTAC Meeting: May 18, 2023

https://cccnext.jira.com/wiki/spaces/TTAC/pages/921042948/TTAC%2BMeeting%2BSchedules%2BAgendas%2BSlide%2BDecks%2Band%2BMinutes


Thank you!

www.cccco.edu
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